Obowiązek informacyjny wobec klientów Urzędu Gminy Puck

|  |
| --- |
| **OŚWIADCZENIE** |
| Na podstawie art. 13 oraz art. 14 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 roku w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (RODO), informujemy że: |
| Administratorem danych osobowych jest | **Wójt Gminy Puck** **z siedzibą w Urzędzie Gminy Puck, przy ul. 10 Lutego 29, 84-100 Puck,** |
| Dane kontaktowe inspektora ochrony danych | Grażyna Kawczyńska e-mail iod@gmina.puck.pl  |
| **Celem przetwarzania jest** | **Udział w postępowaniu w sprawie uzyskania decyzji o ustaleniu lokalizacji inwestycji celu publicznego przez wnioskodawcę** |
| Źródłem pochodzenia danych osobowych jest  | Dane uzyskane od wnioskodawcy; Dane uzyskane z Ewidencji Gruntów Starostwa Powiatowego w Pucku;Dane uzyskane ze Źródła UG Puck.Dane uzyskane od innych osób fizycznych biorących udział w postępowaniu. |
| Podstawa przetwarzania  | Zgodnie z art.6 lit. c RODO:Ustawa z dnia 8 marca 1990 roku o samorządzie gminnym;Ustawa z dnia 27 marca 2003 roku o planowaniu i zagospodarowaniu przestrzennym;Ustawa z dnia 14 czerwca 1960 roku Kodeks postępowania administracyjnego |
| Odbiorcami danych osobowych są | Podmioty uprawnione do ujawnienia im danych na mocy przepisów prawa oraz podmioty przetwarzające dane osobowe w ramach świadczenia usług dla administratora. |
| Dane osobowe są przechowywane przez czas określony w Instrukcji kancelaryjnej oraz w ustawie z dnia 14 lipca 1983 rokuo narodowym zasobie archiwalnym i archiwach tj. przechowywane wieczyście. |
| W stosunku do danych przetwarzanych na podstawie przepisu przysługuje Państwu prawo do: żądania dostępu do swoich danych osobowych, ich sprostowania, ograniczenia przetwarzania oraz wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych.Państwa prawo dostępu do informacji o źródle pochodzenia danych jest ograniczone w zakresie w jakim wpływa na ochronę praw i wolności osoby, od której dane pozyskano. |